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During the “Great Resignation” of 2020 and 2021, employees quit
their jobs in record numbers. Indeed, in the second half of 2021,
approximately 20 million people quit. The U.S. Bureau of Labor
Statistics recently reported that in November 2021 alone there
were 4.5 million voluntary separations, matching a high reached
in September 2021.

Numerous news, social media, and recruiting entities are
predicting a continuing resignation trend in 2022. A recent study
by ResumeBuilder.com shows that 1 in 4 workers plan on quitting
in 2022, with 1 in 2 resignations happening in the first half of 2022.
The highest turnover will be among workers in retail, food and
hospitality, education, and office and administration support.
While employees are seeking new employment for various
reasons, more than half say it is for better pay and benefits.

Additionally, the various vaccine mandates, whether voluntary
or government imposed, but particularly OSHA’s Vaccine
Mandate for large employers, are likely to cause many more
resignations. ResumeBuilder.com reports that 17% of employees
planning to quit in 2022 will do so to avoid COVID vaccine
mandates. And employers who choose a hard vaccine mandate
(no testing alternative) will likely have to terminate many
unvaccinated employees who refuse to comply. The first quarter
of 2022 is predicted to be the time when employers will
experience the highest percentage of employee resignations
and vaccine related terminations.

With all these potential resignations and terminations, it begs
the question for employers: Is your company properly
protecting its most valuable assets (confidential information,
trade secrets, and/or customer relationships)? 
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Below are five (5) quick tips to make sure that your company is prepared for these resignations and/or
terminations and in the best possible position to protect your most valuable assets.

1. Ensure that Important Employees Have Signed Non-Competition, Non-Solicitation, and/or
Confidentiality/Non-Disclosure Agreements. Nearly all employees should sign at least
confidentiality agreements. If employees are handling sensitive information and/or have access to
such information (e.g. customer lists, secret formula, pricing, etc.), it is not unreasonable that they
agree to keep that information confidential and not disclose it, even after they resign or leave the
company. For higher level employees and/or employees with more direct access to customers
and/or secret information, it may be appropriate for them to sign non-compete and/or non-solicit
agreements that better protect the company from undue competitive harm. A simple audit of the
employees and their files is always helpful in identifying who signed documents (if any) and
whether the company should address and rollout new agreements. The audit would also help to
ensure that if such agreements do exist, they are signed by the employee and the company
representative and that there is also an electronic version. There are horror stories out there where
employees secretly accessed the hard copy file and removed their restrictive agreements from
the file. Electronic versions ensure there is a back-up.

2. Audit the Company’s Computer and Document Systems. Separate from the employment
agreements above, companies should also verify that all of their security measures are up-to-
date and that the company’s information (much of which is likely electronic these days) is properly
protected from not just those on the outside (e.g. hackers), but those on the inside. Indeed, most IT
departments and/or outside IT services can put in measures that track and/or alert you to
suspicious downloads and printing, or transfers to locations outside the company system. Often,
employees who are leaving and going to a competitor decide to download all the company’s
goodies in the days or weeks leading up to their resignation. IT can also help restrict access to
sensitive company information (need-to-know basis) and provide back-ups even when
employees try to delete and/or wipe their activity.

3. Remind Departing Employees of Their Contractual Obligations. Even assuming you have all the
appropriate agreements and security measures in place, it is always a good idea to remind the
departing employees of their obligations to the company. This can be done in an exit interview
and/or in a follow-up letter from the company reminding the employee of their contractual
obligations and even providing them a copy of his or her contract. Most employees do not
remember what they signed when they first started at a company. They fill out all kinds of forms
and documents (including non-competes and/or NDA’s). They may well not remember they even
have those obligations.

4. Remind Current Employees of Their Obligations to the Company. Along with quick tip # 3 above, it
is always a good idea to consistently remind employees of their confidentiality obligations to the
company. This can be done in group sessions by key management, HR, outside counsel or a
combination of all of them. Among other things, a company should stress the importance of
maintaining the confidentiality of certain information, go over the policy (in the handbook and the
contractual documents), and address any questions or concerns the employees may have about
all of it. At a minimum, this lays a foundation for successful legal action in the future (if necessary),
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but it also proactively reminds the employees and often prevents theft of information and/or
blissfully ignorant sharing of the information with a new employer.

5. Get Your Experts Involved! If your company suspects that a former employee is violating his or her
contractual agreements and/or potentially stole sensitive company information, it is imperative
that you act FAST. Among other things, the company should contact an attorney who is
experienced in this area of the law and possibly an outside IT forensic expert to preserve and
analyze key electronic information. A cease and desist letter, or even an immediate lawsuit, may
be appropriate. As they say, once the genie is out of the bottle, it is hard to put it back in. If a
company sits on its hands and/or fails to detect or address such violations, it will likely diminish the
opportunity for relief from a court.

Please contact the authors of this alert or any of Butzel Long's Non-Compete and Trade Secret
attorneys to help you prepare for and/or deal with any potential resignations and terminations in 2022
and beyond.

Bernie Fuhs
313.225.7044
fuhs@butzel.com

Sarah Nirenberg
248.258.2919
nirenberg@butzel.com
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