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Daniel J. Alvarado is an associate in the Governmental Practice in the firm's Washington, D.C. office.

Areas of Practice

Daniel's practice encompasses all areas of government contracting, with a focus on matters of compliance,
investigations, disclosure obligations, transactional due diligence, and bid protest litigation. He assists clients
of all sizes in manning complex government regulatory requirements in the areas of schedule contracting,
cybersecurity, the supply chain, and domestic preferences. He also advises clients on contract formation and
administration.

Prior to going into private practice, Daniel gained insight into the industry while interning with in-house counsel
for a major defense contractor. In his role, he supported the business by assisting with matters of compliance,
ethics, and litigation. During law school, Daniel was a judicial intern with the Fairfax County Circuit Court.
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