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7:15 a.m. – 9:30 a.m.

KPMG
4747 Executive Drive, 5th Floor
San Diego, CA 92121

7:15 a.m. - 8:00 a.m. Breakfast and Networking
8:00 a.m. - 9:30 a.m. Panel Program

Justine Phillips, Special Counsel with Sheppard Mullin, along with Special Agent Nicholas Arico from the FBI's
CyberSquad will discuss trending threat vectors, business email compromise, allocating resources for incident
response, shifting risk through insurance, and cyber related issues involved in M&A.

Internet-based attacks on US corporations are all too commonplace today; they accomplish varied objectives,
such as disrupting computer information networks; gaining unauthorized access to systems; realizing
economic incentives by accessing credit card information; and stealing critical intellectual property.

These attacks are launched by individuals, organizations, and states. Politically-motivated attacks (cyber
warfare) are used to disrupt, access, or conduct espionage. Cyber threats, cyber-attacks, cyber terrorism, and
cyber warfare can have an adverse effect on corporate profits, public confidence, stock markets, economic/
service sectors, and other national critical infrastructures.

So how can CFOs contend with these threats? Join us for The New Cyber Security Threats and How to Mitigate
Risk as a CFO.

Learning Objectives:

■ What are the current trending threat vectors

■ Understanding business email compromise and how to protect your company

■ How to allocate resources for incident response

■ How to shift risk through insurance

■ Understand the cyber-related issues involved in M&A
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Click here to register.

Click here for more information about The CFO Leadership Council.

Practice Areas
Privacy and Cybersecurity
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