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Why You Should Attend

Information privacy, cybersecurity, and data protection are among the most important issues for organizations
today, as businesses are driven by data and digital assets. The Internet and evolving information technologies
have prompted the development of powerful tools for the collection, use, storage, and disposal of personal
information. These trends create a wide range of compliance risk and liability issues associated with that
information. They also raise the stakes for protecting this data in increasingly challenging risk environments,
ranging from internal vulnerabilities to criminal cyberattacks and other threats. Legislators, regulators, and
courts are rapidly developing new laws and compliance obligations to address the privacy and security
implications of our expanding information economy and its continuously evolving risks. This annual conference
focuses on the latest developments with the goal of keeping attorneys and other privacy and cybersecurity
professionals informed and up-to-date in this complex and dynamic area.

What You Will Learn

= What's new regarding US privacy frameworks, including the California Consumer Privacy Act, California
Privacy Rights Act, Virginia Consumer Data Privacy Act, and the Colorado Privacy Act

= Enforcement priorities of regulators at the federal and state level

= The latest developments beyond the US, including the EU General Data Protection Regulation, India, Brazil,
and China’s strict new privacy law

= Employee privacy and monitoring in a changing workplace: remote work risks and the global picture

= Strategic approaches to privacy and cybersecurity risk in corporate transactions

m Ethical and cyber-risk management issues in using information and technology

= Privacy and security considerations in artificial intelligence, biometrics, cyber insurance, and other hot topics
= Keeping up with cybersecurity challenges: a tabletop approach

= The latest privacy and data security-related litigation

®m CPOs and CISOs share their insights on addressing the challenges of change
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Special Features

= Earn one hour of CLE ethics credit

= Earn Continuing Privacy Education credit

Who Should Attend: This program is designed for attorneys and professionals who provide advice on
information privacy and security strategy, compliance, and risk management issues. This program will presume
a general familiarity with privacy and data security issues and is intended for intermediate to advanced
professionals looking to hone their skills.

Speaker: Liisa M. Thomas, Partner, Sheppard Mullin

Additional details and registration can be found here.
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