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CYBERSECURITY: What Every Lawyer Needs to Know to Protect Their
Firms and Clients

10.16.2015
 

12:00 p.m. - 2:00 p.m. (on-site registration & lunch opens at 11:30 a.m.)

Loyola Law School
919 Albany Street
Los Angeles, CA 90015

Registration: $25 (includes box lunch)
Parking: $9 (only credit/debit cards accepted)

CLICK HERE TO REGISTER

Sponsored by Loyola Law School, Los Angeles in association with the Federal Communications Bar Association

A major retailer’s customer database is hacked. A store payment processor’s encrypted credit card information
is downloaded. A law firm’s data is held for ransom by foreign terrorists. Now what? Explore the optimal answer
to this and a host of related questions during a panel discussion that will cover the best responses to the types
of data breaches that have plagued Sony Pictures, Snapchat and Ashley Madison. Panelists will provide
insights to help attorneys protect their clients’ liability, integrity and more.

Speakers:

Craig Cardon, Partner, Sheppard, Mullin, Richter & Hampton LLP
“Proactive Privacy & Mitigation Risk Practices”

Peter Day, Associate, Mintz, Levin, Cohn, Ferris, Glovsky & Popeo, PC
“Vendor Risk Management”

René Siemens, Partner, Covington & Burling, LLP
“Insurance Coverage for Infrastructure Loss and Cyber Breach Liability”

Karl Manheim, Professor, Loyola Law School, Los Angeles
Moderator

MCLE
An optional 1.5 hours MCLE credit will be available for an additional $20 (Loyola Law School is a California
State Bar-approved MCLE provider).
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